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WHAT ARE HYBRID THREATS?

“Hybrid threats aim to exploit a country’s vulnerabilities - often seeking
to undermine fundamental democratic values and liberties.”

Hybrid threats are coordinated and synchronised actions deliberately
targeting vulnerabilities in democratic states and societies. They
undermine situational awareness and decision-making capacities by
triggering cascading effects and attacks that saturate response
capacities. This can be achieved through various activities spanning

different domains over different time periods.

WHAT IS EU-HYBNET PROJECT?

EU-HYBNET's (Empowering a Pan-European Network to Counter Hybrid
Threats) principal objective is to gather European security practitioners
and stakeholders and identify common requirements for countering
hybrid threats. The project focuses on an in-depth analysis and
prioritisation of stakeholders’ gaps and needs. The project then
conducts research to highlight innovation possibilities in response to
requirements identified and arranges trainings, exercises and events.
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We seek technology companies and service providers that can increase the
EU’s capacity to tackle the multi-faceted challenges of hybrid threats.

EU-HYBNET is looking for Small and Medium Size Enterprises that may have or
be in the process of developing innovations which could help counter a threat or
fill a capacity gap. Countering hybrid threats requires a multi-faceted and
comprehensive approach as the domains impacted are wide. Integrating
existing innovations, solutions, and research projects will support European

practitioners in countering hybrid threats.

Therefore — if you are interested and believe your product or service could
support this EU-funded initiative, please get in touch.

SMEs
- WE WANT TO WORK WITH YOU



